
VOLUME X ISSUE 6
JUNE 2019
OTTAWA ON

TECHLORE “Insider Tips to Make Your Business Run
Faster, Easier and More Profitable”

INSIDE THIS ISSUE:
5 Safety Steps You Can Take To
Protect Your Privacy

Page 1

Logitech Zone Wireless Page 1

Body Language in the Workplace Page 2

Emotional Intelligence Page 2

Apple TV+ Page 2

Autofill Your Email on iOS Page 2

Windows 7 End of Life is Coming, are
you Prepared?

Page 2

Free Report Download Page 2

"As a business owner,
you don't have time to
waste on technical and
operational issues.
That's where we shine!
Call us and put an end
to your IT problems
finally and forever!"
-Jim Stackhouse
NeoLore Networks

5 Safety Steps You Can Take To Protect Your Privacy

Digital privacy is becoming an
increasing issue for most people.
As the world watched the
Facebook – Cambridge Analytica
data scandal unfold, internet users
across the globe were forced to
realize just how their personal
information was being collected,
used and shared without their
consent.

Today, most websites, social
media platforms, and apps ask
users to create accounts that
require the input of personal
details that might include highly-
sensitive, identifying information.
Most people don’t care about the
information they reveal on the
internet, but the fact is, your
privacy needs protection, whether
you deem it necessary or not.

By signing up for these accounts,
users are essentially making their
data accessible on the World Wide
Web. Users often don’t bother to
go through the terms and
conditions of the sites they
register on, leaving their
information vulnerable to all kinds
of threats.

Unique Passwords

Countless new methods for data
security are being incorporated
nowadays, from biometric
identification to face and pattern
recognition. Despite the
complexity and level of encryption,
you should always have a backup
password. Password-protect

everything, from laptops to mobile
phones, and even individual apps
if possible. It might seem like the
easiest way to go about this is to
set the same password for
everything, but it’s not the
smartest. Such shortcuts could
leave you in a hostage situation,
especially if the wrong person
were to decipher your Master
Password.

Keep your passwords unique and
if you struggle with remembering
passwords, make a note of them
somewhere on paper, not your
computer.

VPN

Browsing on your phone can also
open you up to potential
intrusions. Websites are
continually tracking you, gathering
information on your online
activities. With your location, time-
zone, and browsing habits, always
under scrutiny, your privacy is
pretty much compromised when
you’re surfing the internet.

The best way to counter this is to
get a VPN. A VPN, or Virtual Private
Network, mask your location by
connecting your device directly to
the public network, allowing you to
browse the internet anonymously.

Social Media Sweeps

A presence on social media is near
necessary in today’s world. Not
only a way of developing and
maintaining your social circle, but

an active social media presence is
also considered a professional
responsibility in some careers.
These platforms often showcase
how public you are willing to be –
from photos and videos to your
opinions and habits, these sites
contain a lot of personal
information.

To make sure that your life
remains private, you need to make
regular sweeps of your social
media handles. Remove people
you don’t trust or know very well.
Lastly, make sure your profiles are
set to where they are only
viewable by people you know.

Secure Downloading

Most viruses, malware, and
information extractors enter your
device through unsecured

downloads. It is essential to always
to avoid any third-party
downloadable links. Furthermore,
always have your firewall and
malware security software on so it
can detect, and quarantine, any
potential threats.

Secure Connections

A lot of places offer free Wi-Fi, and
while it may seem like free
internet, it can pose a risk to your
personal information. Someone
may be monitoring internet traffic
and use public Wi-Fi to steal
sensitive information.

It is best to get a good mobile data
plan, and you have no other
choice than to use a public Wi-Fi,
make sure you have your VPN
turned on.

Logitech Zone Wireless
If you work in a business that’s
embraced the open office, you’re
aware of how difficult it can be to
concentrate in a noisy
environment. It’s frustrating to
switch headphones if you’re
taking video calls, mobile calls, or
taking a break listening to music.

Logitech has the solution for you
– a wireless headset that lets you
seamlessly switch between all
devices with just the press of a
button. With two models
available, the Zone Wireless and
the Zone Wireless Plus, and
retailing for $249 to $329.
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